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INFORMATIVA PER L’UTILIZZO DI INTERNET DA PARTE DEI DIPENDENTI 

 

 
1. Premesse all’informativa. 
 

L’osservanza dei principi di correttezza e diligenza nel contesto lavorativo è un presupposto fondamentale 
per il valido utilizzo delle risorse informatiche e telematiche aziendali.  

L’IRCCS Ospedale Policlinico San Martino, titolare esclusivo dei diritti connessi ai propri sistemi di 
Information & Communication Technologies (ICT), fornisce ai dipendenti le strumentazioni ritenute necessarie 
per l’espletamento del lavoro ribadendo la volontà di mantenere nei confronti dei dipendenti stessi un rapporto 
caratterizzato da una rilevante componente fiduciaria.  

Pertanto l’Azienda provvede: 

 all’adozione delle regole interne di comportamento preordinate ad evitare condotte inconsapevoli o 
scorrette, durante l’attività lavorativa;  

 alla predisposizione di un’informativa sul trattamento dei dati da fornire agli interessati (Art.13 GDPR); 

 alla predisposizione delle misure minime di sicurezza idonee per garantire l’integrità di dati e sistemi 
Con riferimento particolare all’utilizzo di internet del Policlinico da parte dei dipendenti e/o altro personale 

autorizzato (di qualsiasi tipologia contrattuale), durante e fuori l’orario di lavoro, sia nelle sedi di attività 
dell’Azienda che all’esterno del perimetro ospedaliero (nel caso di utilizzo con supporti mobili quali notebook, 
tablet o simili), di seguito vengono indicate le regole fondamentali che devono essere rispettate, fermo 
restando che la “risorsa di rete Internet” deve essere utilizzata al solo fine di perseguire scopi professionali o 
altre ragioni comunque correlate.  
 
2. Regole di utilizzo della rete internet.  
 

 Di regola, non è consentito l’utilizzo della rete internet dalle postazioni di lavoro informatizzate per 
motivi non attinenti allo svolgimento dell’attività lavorativa. Eccezionalmente, ma comunque nel 
rispetto delle altre regole di seguito indicate, è possibile utilizzare la rete internet per finalità non 
professionali purché: 
 

 Non siano pregiudizievoli per l’attività aziendale 

 Siano ragionevolmente ridotte nell’arco della giornata ad un massimo di 10 minuti 

 Siano dedicate solo a compiere le seguenti attività: 
o home banking e remote banking, con esclusione del trading on line; 
o acquisti on line di biglietti aerei; biglietti ferroviari; ricariche telefoniche; 
o lettura di quotidiani e/o media generalisti; 
o oppure altre attività, previa espressa autorizzazione. 

 
 E’ in assoluto vietato: 

  

 l’accesso ad internet tramite strumentazioni (es. modem) e/o browser non autorizzati dalla 
direzione ICT. 

 L’accesso ai siti internet aventi contenuto pornografico e/o pedopornografico. Qualora 
erroneamente si abbia accesso ad un sito internet avente il contenuto suddetto, ne dovrà 
essere data informazione immediata ai responsabili dei sistemi informativi, mediante 
l’apertura di un ticket sul sistema Mainsim, per consentire ogni più opportuno controllo di 
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sicurezza. In tal caso, fino al momento del controllo, non devono cancellarsi dati inerenti 
alla navigazione effettuata (cache, cronologia, cookies). 

 l’accesso ai siti internet aventi contenuto ingiurioso, diffamatorio, oltraggioso e/o 
discriminatorio per sesso, lingua, religione, razza, origine etnica, condizione di salute, 
opinione e appartenenza sindacale e/o politica. Qualora per errore si entri in un sito 
internet con contenuto pornografico, ne dovrà essere data informazione immediata ai 
responsabili dei sistemi informativi, agli indirizzi indicati nel Regolamento, per permettere 
ogni più opportuno controllo di sicurezza. In tal caso, fino all’effettuazione dei relativi 
controlli, non devono essere cancellati dati inerenti alla navigazione (cache, cronologia, 
cookies). 

 Eseguire tramite internet transazioni economiche e/o finanziarie, tranne che nei casi 
espressamente autorizzati ai fini dell’attività istituzionale. 

 compiere attività di trading on line tramite internet e transazioni di acquisto di tipo “Asta” 
(siti di E-bay o assimilati) 

 Scaricare e/o inviare tramite internet software di qualunque genere e natura, salvo 
preventiva approvazione della direzione sistemi informativi, nel rispetto delle procedure 
previste di riferimento. Inoltre è vietato scaricare e/o inviare tramite internet materiale 
protetto dalla legge sul diritto d’autore (fotografie, musica, film, etc…) . 

 Partecipare, per motivi non lavorativi, a forum, chat line, bacheche elettroniche o altri 
servizi similari e accedere ai siti internet di tipo Xrated, casinò virtuali, siti warez e similari. 

 Utilizzare servizi di file sharing di qualunque genere e natura. 

 Utilizzare servizi multimediali d’audio e/o video streaming (es. Youtube), se non per fini 
aziendali. 

 usare internet in modo da comunicare e/o diffondere dati personali e/o informazioni 
riservate di proprietà del Policlinico. 

 
3. Regole di comportamento generali.  
 

 È necessario che le impostazioni del browser, utilizzato per la navigazione in internet, non siano mai 
modificate. 

 È necessario che le informazioni inerenti alla navigazione in rete: quali la cache, la cronologia, i 
cookies, non siano mai cancellate, se non nel rispetto delle procedure adottate dalla direzione ICT. 
 

 
 


